
SpectrumView Laboratories Privacy Policy

This Privacy Policy (“Policy”) governs data that SpectrumView Laboratories (“SpectrumView” or “We”
or “Us” or “Our”) collects from you when you purchase, access, and/or use our Services, described in 
our Terms of Service (“Terms”), and explains how we use such data. This Policy supplements our 
Terms and any other privacy disclosures, terms and policies provided in or with our Services. If you do 
not agree with this Policy you may not access and/or use our Services.

If we make material changes to this Policy, we will notify you through our website, or through our 
other Services, unless additional notice is required by law.

If you have any questions about this Policy or our Terms, please contact us at: 
contact@specrumview.com

Retention

We store Personal Information for 4 months, necessary to fulfill the purpose(s) for which it was 
collected, after that its deleted. You may contact us to request the erasure or confirmation of any data 
too.

Collection

Our Services include both hardware and software that may require the storing of data, including 
personal information about you (“Personal Information”). You provide some of this data to us directly, 
such as when you purchase products from us, and we receive some of this data from you indirectly, 
such as when you access and/or use our Services.

Personal Information that we collect from you includes any information that could, alone or together 
with other information, personally identify you, or any information with which you could otherwise be 
reasonably linked or connected.

Personal Information does not include aggregated, non-personally identifying information that does not
identify you or cannot otherwise be reasonably linked or connected to you (“Non-personal 
Information”). We may use Non-personal Information for internal purposes, such as operating, 
analyzing, and improving our Services.

We anonymize certain data collected through our Services before it is aggregated as part of a reference 
class, such as a team or global reference class. Anonymized data does not qualify as Personal 
Information. We may use or disclose anonymized data for any purpose.

We do not read or store code from any data repository or try to infer code from keystrokes or editor 
actions, nor can code be reverse-engineered from data we collect.



We do not intentionally collect sensitive personal information, such as data revealing racial or ethnic 
origin, political opinions, religious or philosophical beliefs, trade union membership, health status, 
sexual orientation, or sex life.

Categories:

Devices. When you access and/or use our Services, we may collect data about your device, 
such as your operating system, hostname, browser type, and referring URLs.

Access and Usage. We may collect data about how you use our Services, including, for 
example, what features you use, webpages you visit, and plugins you install.

Third Parties. When you connect to another service provider through any of our Services, 
we may collect and store data from those parties.

Children. We do not collect information from any our Services specifically to children 
under the age of 18. Different countries may have different minimum age limits.

Usage

We may use Personal Information for the following purposes:

• Provision of Services

• Detection, investigation, and prevention of inappropriate activity

Sharing

We may share Personal Information with third parties under certain circumstances, including:

• According to the scope of your consent as to what information may be shared, with whom, and 
why

• With other service providers who we work with to provide our Services and who have agreed to
separate privacy statements similar to this Policy

Notice

We strive for transparency in complying with legal process and obligations. Unless prevented from 
doing so by law or court order, or in exigent circumstances, we will make reasonable efforts to notify 
you of any disclosure required by law, including in response to a valid subpoena, court order, or search 



warrant, or when we believe in good faith that disclosure is necessary to comply with our legal 
obligations.

We will also notify you if your information is sold or transferred as part of any merger, acquisition, 
financing due diligence, reorganization, bankruptcy, receivership, purchase or sale of assets, or 
transition of service to another provider, as permitted by law and/or contract.

Tracking

We automatically collect data from cookies and similar technologies for providing our Services, 
including to identify you and your device. By using our Services, you agree that we can use these types
of technologies on your browser. Other service providers may use data collected from you to provide 
conversion tracking, analytics, measurement services, and targeted advertisements in an effort to 
market our Services. 

Security

We take commercially reasonable steps to protect your data from unauthorized access, alteration or 
destruction, maintain data accuracy, and ensure appropriate use of your data. No method of 
transmission or electronic storage is 100% secure, and we cannot guarantee that your data will remain 
absolutely secure. Please keep in mind when disclosing any information to us, including Personal 
Information, that we are not responsible for the circumvention of any security measures deployed to 
protect your data.

Transfer

We may transfer your data to third parties in order to fulfill our services, in various countries according 
to standards formally recognized as providing an adequate level of protection for Personal Information.
Otherwise, we put in place appropriate safeguards to ensure Personal Information is protected to at 
least this level. The safeguards we use include the European Commission-approved standard 
contractual clauses, the UK International Data Transfer Agreement, as well as other appropriate legal 
mechanisms.

Rights

Depending on your location, you may have the following data protection rights:

• You may access, correct, update or request deletion of your personal information by 
submitting a request to:  contact@specrumview.com

• If we have collected and processed your personal information with your consent, then you can 
withdraw your consent at any time by submitting a request to: contact@specrumview.com 
withdrawing your consent will not affect the lawfulness of any processing we conducted prior to



your withdrawal, nor will it affect processing of Personal Information in reliance on lawful 
processing grounds other than consent

• You can object to processing of Personal Information by submitting a request to: 
contact@specrumview.com

• You may refuse to accept Cookies or similar technologies through your preference settings in 
our Services, keeping in mind that this may affect your ability to use our Services

Communications

We may use your data, including your Personal Information, to communicate with you regarding our 
Services. You may otherwise set your communication preferences through our Services. Please note 
that you cannot opt out of receiving important communications from us, such as emails from our 
support team or system emails.


	SpectrumView Laboratories Privacy Policy

